1. Purpose
   1. Recognition
   2. Prevention
   3. Preparedness
2. Why is Healthcare at Risk?
3. Active Shooter/ Active Aggressor/ Armed Aggressor
4. Overview
   1. Recognition
   2. Prevention
   3. Protection
   4. Mitigation
   5. Response
   6. Recovery
5. Behavioral Change Initiators
   1. Home and Family
   2. Religion or Ideology
   3. Finances
   4. Workplace
   5. Community
   6. Health or Wellness
6. Pathway to Violence
   1. Grievance
   2. Violent Ideation
   3. Research and Planning
   4. Pre-Attack Preparation
   5. Probing and Breaching
7. Behavioral Indicators
   1. Speech
   2. Feelings
   3. Actions
8. Assessment
9. Threat Management Team
   1. NO STOVE PIPES!!!!
10. Intervention
    1. Know what programs you have available. Leverage them
11. Protective Measures/ Layered Security Measures/ Protection & Security
    1. Make them fit your environment
    2. No one-stop shop
    3. Is it worth it?
12. Mitigation Considerations and Actions
    1. Assessment
    2. Identifying
    3. Implementing
    4. Establish
    5. Procedures
    6. Plan
    7. Training
    8. Systems
    9. Coordination
13. Notification for Effective Response
    1. How do you let your people know?
14. Notification Considerations
    1. What systems are in place
15. Run-Hide-Fight / Avoid-Deny-Defend / Avoid-Barricade-Confront
    1. Same thing different way of saying it!!!
16. Incident Response Times
    1. Know how long you have
17. Law Enforcement Priorities
    1. There to stop the bad guy
    2. Do you know what they’re doing in your area?
    3. What can you do?
18. Recovery / Know the References
    1. It isn’t over until we’re all taken care of.
    2. <http://iloveuguys.org/>
19. Overview
    1. Recognition
       1. What’s the problem, and what are we trying to address?
       2. Who’s helping solve the issues?
    2. Prevention
       1. What are the threats and hazards to the different areas?
    3. Protection
       1. Everything can’t be the #1 priority!!!
    4. Mitigation
       1. How are we going to fix it? COA Development!
    5. Response
       1. PUT IT IN WRITING!!! IT LIVES AND BREATHS!!!
    6. Recovery
       1. Let’s put in the work! Test it, update it, and Make it useful
       2. You aren’t alone!!!
20. CISA and NSPA’s got your back!!!!
    1. Use our resources
    2. Leverage our capabilities
    3. We can help light “The Way Ahead”!